Appendix No. 3 to the Terms and Conditions

Information on the Processing of
Personal Data

The controller of personal data is MD Space spoétka z ograniczona
odpowiedzialnoscia, headquartered in Krakéw, at ul. Zakopiahska 105/0/01A,
30-418 Krakoéw, registered in the Register of Entrepreneurs maintained by the
District Court for Krakéw-Srédmieécie, XI Commercial Division of the National
Court Register, under KRS number: 0001103013, REGON: 528493608, NIP:
6793297818, with a share capital of PLN 5,000 (hereinafter referred to as the
“Controller").

Contact information:

Email: kontakt@smokfalecki.pl
Phone: +48 572 008 803

Personal data is processed in accordance with Regulation (EU) 2016/679 of the
European Parliament and of the Council of 27 April 2016 on the protection of
natural persons with regard to the processing of personal data and on the free
movement of such data, repealing Directive 95/46/EC (General Data Protection
Regulation, hereinafter referred to as "GDPR") (O) EU L 119, p. 1).

Under the GDPR, you have the following rights:

The right to access your personal data,

The right to rectify, delete, or restrict the processing of your data,
The right to data portability,

The right to object to the processing of your data.

If you believe that the processing of your personal data violates the GDPR, you
have the right to lodge a complaint with the President of the Personal Data
Protection Office (PUODO).

Depending on your activity on our website, specific processing information
applies. Please select the relevant section below:

|. Admission Tickets

ll. Contact (including complaints)
lll.Video Surveillance

IV.Marketing Consent and Image Use


mailto:kontakt@smokfalecki.pl
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I. Admission Tickets

Providing personal data is voluntary; however, failure to provide such data will
prevent the purchase of admission tickets or the guardian’s consent for a
child’s stay in the playroom, thus making it impossible to conclude and execute
the agreement between you and the Controller.

Purposes and Legal Basis for Processing:

A.Execution of the agreement and actions necessary to conclude the
agreement - Article 6(1)(b) GDPR

B. Compliance with legal obligations (e.qg., issuing invoices, tax settlements) -
Article 6(1)(c) GDPR

C.Pursuit of the Controller’s legitimate interests, including the establishment,
assertion, or defense of claims - Article 6(1)(f) GDPR

Personal data may be disclosed to entities cooperating with the Controller in
the performance of the agreement, such as the playroom manager, as well as
entities providing accounting or legal services.

Personal data will be processed:
For the duration of the agreement’s performance,
Until the expiration of the limitation period for civil-law claims,
And for the time required by applicable tax regulations.
For data processed based on the Controller’s legitimate interest, it will be

retained until a valid objection is raised in accordance with the GDPR or until
the data is no longer useful to the Controller.

. Contact (including Complaints)

Providing personal data is voluntary; however, failure to provide it will prevent
correspondence with the Controller.

Purposes and Legal Basis for Processing:

A.



Appendix No. 3 to the Terms and Conditions
A.A.Pursuit of the Controller’s legitimate interests, such as responding to

inquiries and securing potential claims - Article 6(1)(f) GDPR

Personal data may be disclosed to entities cooperating with the Controller,
particularly the playroom manager and legal service providers.

Data will be processed:

During the correspondence period or until a valid objection is raised,
Followed by the expiration of the limitation period for potential claims under
applicable laws.

I1l. Video Surveillance

Personal data is processed to ensure security and property protection, based on
the Controller’s legitimate interests - Article 6(1)(f) GDPR.

If you do not consent to video surveillance, you will not be permitted to enter
the premises of Smok Fatecki.

Surveillance data will be retained:

For approximately 45 days, or
In cases of incidents requiring further processing, for as long as necessary to
establish, assert, or defend claims.
Personal data may be shared with third parties when necessary to resolve
technical issues with the surveillance system. In justified cases, data may also
be disclosed to authorized entities such as the police, prosecutor’s office, or
courts.

IV. Marketing Consent and Image Use

Providing consent to receive commercial information and for the use of your
image is voluntary and based on your explicit consent - Article 6(1)(a) GDPR.

Data Recipients:
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For commercial information: Subcontractors such as email providers, IT

service providers, and hosting providers.

For image use: Internet content recipients within the scope of the consent
provided, as well as subcontractors such as IT service providers and
hosting providers.

Personal data will be processed:

Until the consent is withdrawn, or

Until the data is no longer useful to the Controller.

You may withdraw your consent at any time without affecting the legality of the
processing carried out based on the consent before its withdrawal.



